RooX UIDM - -

QlMownck No AokyMeHTaumm

APl BoccTaHOBNEeHMs napons

OrnaBsneHue
# CueHapuin BocCcTaHoBNeHus napons yepe3 SMS u/vnun EMAIL

# CTapT cueHapus

# NpeHTudpukaumsa

# Beoa OTP kopa

# Bop BToporo OTP koaa

# YcTaHOBKa HOBOIO Maporns, 3aBeplueHne CLLleHapu1s 1 NonyyYeHne TokeHa Aoctyna
# Q6LmMe Ana BCeX WaroB cooblueHns 06 ownbkax

# [puMepbl OTBETOB 06 OWK6Ke

API npefHa3HayeHO A1 BOCCTAHOBEHWS 3abbITOMO NOMb30BaTENEM Napons.
HaHHoe APl ncnonb3dyeTcsd n3 MobunbHOro Unn SPA-NpunoXeHnsa n AOCTYMNHO AMS UCMONb30BaHWA Yepes VIHTepHeT.

[ns cMeHbl mapongd cUcTeMon Yepes OBEPEHHOE MexXCcepBepHOe obpalleHne ncnonbdynte APl ynpasnexHus
nonb3oBaTendaMu.

# CueHapui BocCTaHOBNEeHUs napons yepe3 SMS u/uwnun EMAIL

Mpenycnosus

® [JoNnb30BaTelb HE MOXET BOWTU B NTIUUHbIV KABWMHET, MOCKO/bKY 3a6bl/1 CBOV Maposb

® [JoNb30BaTeENO pa3peLleHo CMeHSTh naponb Yepe3 SMS u/unmv EMAIL n UIDM HacTpoeH COOTBETCTBYOLLE
e Bripodune nonb3oBaTens ykasaH AenCTBYOWMIA TenedoH n/nnv anekTpoHHasa noyTa

e [lonb3oBaTelb OTKPbI Be6-6pay3ep U MobunbHoe npunoxeHve (fanee HasbiBaeTcs Kak “MpunoxeHue")

CueHapun
1. MNMonb3oBaTtenb OTKPbIBaeT GOpPMY BXOa U KIMKAET Mo 3M1eMeHTy "BoCcCTaHOBUTbL nNaporib”

a. MpunoxeHue oTNpaBngeT 3anpoc Ha CTapT ClieHapud BOCCTaHOBIEHUA M NOMyyYeHne execution

b. Cepep oTBevaeT onvcaHnem Gopmbl BOCCTaHOBNEHWSA. B 3@aBUCMMOCTH OT HACTPOEK OHa ByeT COCTOATb U3 Nonew

BBOJa TenedoHa, norvHa nnu email
c. MpunoxeHune oTobpaxaeT GopMy naeHTudmKaumm

2. MNonb3oBaTenb BBOAUT AaHHble ANA MAEHTUGUKaLMK cebsa: HoMep TenedoHa, NornH nnmn email cCornacHoO OnMcaHmio
dopMbI

a. MpunoxeHune BannanpyeT BBOA

b. |_|pVIJ'IO)KeHVIe oTnpaBndeT 3arnpoc Ha MOeHTUOUKALLNIO
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c. CepBep reHepupyeT OHOPA30BbIA KOA M OTNPABASET Ha AMIEKTPOHHYIO MOYTY, YKa3aHHY0 B npodune
d. CepBep oTBeyvaeT onucaHvem GopMbl BBOAa OAHOPA30BOro koaa c MeToaoM EMATIL
e. [punoxeHve oTobpaxaeT GopMy BBOLa OOHOPA30BOIro Koda
3. MNonb3oBaTtenb BBOAUT O4HOPA30BbIN KO, MOMYYEHHbIV MO 3M1EKTPOHHOW NMoyTe
a. lMpunoxeHwe BannaoupyeT BBOS
b. MpunoxeHwe oTNpaBNAeT 3anpoC Ha NPOBEPKY 0AHOPA30BOr0 KOAa
c. Cepsep nposepseT ko4
i. Ecnukod BBeleH HEBEPHO, CepBep OTBeYaeT OLWnbKOV U, BO3MOXHO, MpefoCTaBNsaeT eLle NonbITKy BBOAa

ii. Ecnukopd BBeneH BEPHO, CepBEP reHepunpyeT BTOPON OAHOPa30BbIv KO M OTMPaBndeT ero Ha tene®oH, yKa3aHHbIN
B npodune

iii. CepBep oTBeYaeT onvcaHviem GopMbl BBOAA 0AHOPA30BOr0 Koa C MeToAoM SMS

d. MpunoxeHue oTobpaxaeT GOPMy BBOZA BTOPOro 0AHOPa30BOro KoAa 1y GopmMy MoBTOPHOMO BBOAA NEPBOro
0HOPAa30BOro Koaa

4. Tlonb3oBaTenb BBOAWT OHOPAa30BbIN KOL, MOMYyYEHHbIN B SMS
a. MpwunoxeHve BanuapyeT BBOS
b. MpunoxeHve oTNpaBnaeT 3anpoc Ha NPOBEPKY BTOPOrO OAHOPa30BOro KOAa
c. Cepsep nposepseT Koz
i. Ecnvkon BBedeH HeEBEPHO, CepBep OTBEYaeT OLWMOKOV U, BO3MOXHO, MPefoCTaBNAET eLle NomnbITKy BBOAA

ii. Ecnnkon BBeneH BEpPHO, CepBep OTBEYHaeT ornncaHnem QDOQMbI BBO1a HOBOI'O Napond

iii. MpunoxeHune oTobpaxaeT GopMy BBOAE HOBOIO MNapond nnm Gopmy NoBTOPHOIrO BBOAA NepBOro 04HOPa3oBOro
Kona

5. Monb3oBaTenb BBOAUT HOBbIV Maposib
a. lMpunoxeHwe BanuavpyeT BBOA

b. MNMpunoxeHue oTnNpaBifaeT 3anpocC Ha YCTaHOBKY HOBOIO Naposd

c. CepBep npoBepseT Naposib COrNacHO NapobHbIM MOUTMKaM 13 KoH®Gurypaumm UIDM
d. CepBep ycTaHaBnmBaeT HOBbIM Naponb B B UIDM (Tonbko Npu Mcnofb3oBaHWi cob6cTBeHHOM B UIDM)

e. CepBep yCTaHaBMIMBaET HOBbIV MAapO/ib BO BHELUHEM XPaHWUMLLE YUYEeTHbIX 3anmcei (ToMbKo Npu UCMoNb30BaHUM
BHELUHEro XpaHuIuLLa y4eTHbIX 3anvcen)

f. CepBep 3anucboiBaeT cobbiTne B B AyanTta sso.credentials_change.success

g. CepBep co30aeT CECCUIO U BbIMYCKAEeT TOKEHbI AOCTYNa COrNacHo napaMeTpy response_type

h. MpunoxeHne obpabaTbiBaeT OTBET M NepeHanpaBnsgeT Nofb30BaTeNs B 3aKpbiTylo 06/1acTb canTa

MocTycnosus
® YcTaHOBMeH HOBbI Maponb B B UIDM, Tabnuua Credentials (Tonbko Npv UCNonb3oBaHumn cob6¢cTeeHHoM B UIDM)

® YCTaHOBNEH HOBbIM Mapo/ib BO BHELIHEM XPaHWMLLE YYETHbIX 3arn1cer (TONbKO Npy UCMOb30BaHNU BHEWHEr o
XpaHWnuLLa yuYeTHbIX 3anucen)

e BB/l AyanTta 3anpoToKONMPOBAHO CObbITMe sso.credentials_change.success

L4 OTKprTa HOBad CeCCud, BblJaHbl TOKEHbI AOCTYMNa, MNONb30BaTeslb CHUTAETCA Cpady aYTeHTVICDVILI.VIpOBaHHbIM

3amMeuaHus rno paboTe cLeHapus
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1. B 3aBucumocCTr OT KOHPUrypaumm UIDM, MOXeT 6bITb NponyLleH atan 3 unu 4.

2. Buenax 3awunTbl NepcoHanbHbIX AaHHbIX €CK NoM1b30BaTe b Ha NEePBOM LLare BBeN HECYLECTBYOWNIA NornH, email nnm
HOoMep TenedoHa, CepBep He FOBOPUT, YTO MNOMb30BaTe b He HalaeH, a Bcerfga otobpaxaeTt popmy BBOAA
oAoHopa3oBoro kofa. Cnenyet oTMeTUTb B Ul, 4To nonb3osaTtesnb nonyynt Email/SMS ¢ konom B criydae, ecnm oH Been
KOPPEKTHbIN MOEeHTUGUKaTop

3. Bce 3anpochl LOMKHbI 6bITb BbINOMHEHbI B MPUBEAEHHO NOCNEA0BaTENBHOCTH, Tak Kak napaMmeTp execution u3
KaX[oro 0TBETa UCMOMb3yeTCs Kak NapameTp B MOCNeAyoLLMX 3anpocax.

Bo3Bpaluaemoe 3HaueHue <execution> B kax4om 13 3anpocos k UIDM MoxeT o6HoBNATbCA. Heobxoanmo
MCMNOMb30BaTb CaMOe aKkTyanbHoe 3HayeHne

CTapT cueHapus

[ns Hayana cueHapusa co3gaHns NpUBS3KM HE06X0AMMO O0TnpaBuTb 3anpoc B UIDMHa /sso/oauth2/access_token .B
oTBeTe bydeT coaepxaTbCHd napaMeTp <execution>, KOTOPbLIM HEOBXOAMMO BKMIOUNTL B CriedytoLmin 3anpoc K UIDM.

Tak e B 0TBETE COAEPXUTCS onvcaHrne GopMbl BBOAA UAEHTUDUKATOPA NOMb30BaTeNs, KOTOPLIN BOCCTaHaBNMBaET
napons.

®opmMar 3anpoca

POST /sso/oauth2/access_token

client_id=<client_id>&

client_secret=<client_secret>§

realm=<realm>&
grant_type=urn%3Aroox%3Aparamsf%3Aocoauth¥%3Agrant-typels3Am2m&
service=password-recovery&

response_type=token+cookie

MapamMeTpbl
® <sso_host> - 6a3oBbivt aapec cepsepa UIDM, HanpuMep sso.rooxteam.com
e <client_id> - ngeHTndumkaTop KNMEHTa, Hanpumep selfcare
e <client_secret> - naponb knneHTa, Hanpumep selfcare_password
e <realm> - url-encoded nonb3oBaTenbcku realm, Hanpumep %2Fcustomer
® <«grant_type> - cnocob nHTerpauum, BCerja uCnonb3yeTcs 3HadeHre urn:roox:params:oauth:grant-type:m2m
® <service> - UCMOMb3yeMblt cepBuc. B 3TOM CLLeHapun Bcerfa paBeH password-recovery.
® <response_type> - cnocob 3aBepLUeHns CLeHapus.
e “"token cookie” (B aaHHbIX 3anpoca URL-encoded npeAcTaBneHue: “token+cookie”) - npv TakoM 3HauYeHnn napameTpa
npw yCNeLwHOM 3aBEpPLLEHNM CLLeHapKUs TOKEHbI BO3BPALLAIOTCS He TOMbKO B Tene, HO 1 B Cookie
®dopmMaT ycrewHoro oTeeTa

B oTBeTe conepxutca JSON 06bekT, codepxallunii onncaHue GopmMbl, a Tak xe <execution >, KOTOPbIM HEOBXOAMMO
BK/IOYMTb B cnefytowmi 3anpoc kK UIDM.
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HTTP/1.1 200 OK

Content-Type: application/json;charset=UTF-8
Set-Cookie: execution=<execution_value>;Version=0;Path=/;Secure; SameSite=Lax; HttpOnly

"execution": "<execution_value>",
"form": 3§
"name": "searchUserForm",
"fields": 3%
"identity": 1
"constraints": [

"name": "NotEmpty"

"errors": []

"serverUrl": "<ignore>",
"step": "searchUser"

Monsa oTBeTa
® <execution_value> - 3HayeHVe NapamMeTpa <execution> ana cnepyoulero 3anpoca Kk UIDM
e <«form> - onucaHne Gpopmb

e <step> - 0603HauUEHVE TEKYLLEro Wara CLeHapus, B laHHOM Crlyyae oTobpaxaeTcs GopMa nomcka nonb3osaTtens

CocTaB GOpMbl TOBOPUT, YTO CrieflyeT 0Tobpa3nTb GopMy BBOAA nAeHTUdMKATOpa NoNb30BaTeNs U NepefaTs BBeAeHHoe
3HauveHwue B criepytowemM 3anpoce K APL. Mg nona identity , orpaHuyeHue - 3HayeHmne He OOMKHO BbiTb MYCTbIM.

NpeHTUdUKaLmSA

Ul oTobpaxaeT none BBoAa naeHTuduKaTopa 1, BO3MOXHO, NepeksodaTernb pexmma noncka.
UIDM MoXeT naeHTndunumMpoBaTh NoNb30BaTENS N0 OAHOMY U3 CNeyowWwmx aTpuoyToB.
Tunbl U AEHTUOUKATOPOB A/1F MOUCKa

e EMAIL - anekTpoHHasa noyTa, XxpaHuTtca B Tabnuue Contact ¢ Tvnom email

® [ OGIN - noruH, xpaHutcs B Tabnuue Credentials

e MSISDN - HoMep TenedoHa, xpaHuTca B Tabnvue Contact ¢ tunom phone

® | OGIN_OR_EMAIL - noruvH nnmn anekTpoHHas noyta

[Tonb3oBaTenb BBOAMT CBOM VlﬂeHTl/ICDl/IKaTOp, nocne 4yero npunoxXxeHune BbINOoIHAET 3arnpoc Ha l/I}:leHTl/ICDl/IKaLLVHO.

®opmaT 3anpoca

POST /sso/oauth2/access_token
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identity=autotestroox49%40gmail.com&
execution=<execution>&
_eventId=next

MapamMeTpsbl 3anpoca

<sso_host> - 6a3oBbit agpec cepaepa UIDM, HanprMep sso.rooxteam.com

<client_id> - noeHTndukaTop KnNneHTa, Hanpumep selfcare

<client_secret> - naponb knneHTa, Hanpumep selfcare_password

<realm> - url-encoded nonb3oBaTenbcku realm, Hanpumep %2Fcustomer

<grant_type> - cnocob nHTerpauum, BCceraga ucrnosnb3yeTcs 3HadeHne urn:roox:params:oauth:grant-type:m2m
<service> - UICNONb3yeMbl CEPBUC. B 3TOM CLeHapuu BCerja paBeH password-recovery.
<response_type> - cnocob 3aBeplueHns cLueHapus.

e “token cookie” (B aaHHbIX 3anpoca URL-encoded npeAcTaBneHue: “token+cookie") - npu TakoM 3HauYeHnn napameTpa
npw yCrewHoM 3aBepLieHnmn CLLEHapUs TOKeHbl BO3BPaLLatTCS He TONbKO B Tene, HO 1 B Cookie

type - Tun ngeHTudmKaTopa Ang Noncka, 3Ha4YeH1e U3 CopaBoOYHMKE
identity - BeAeHHbIN MOeHTUGUKaATOP
_eventld - nMs nepexoa K cneyroLlemMy COCTOAHNMIO CLLeHapuys, B JaHHOM 3anpoce Bcerga paBHO next

execution - 3HayeH1e paBHO 3HaYEeHMIO NoNA <execution> Nony4yeHHOMY U3 OTBETA Ha NpeAblAyLWwuii 3anpoc K AP

®dopmMaT ycrewHoro oTeeTa

B oTBeTe copgepxutca JSON 06bekT, coaepxaluni onncaHve dopmbl BBoga OTP, a Tak xe <execution>, KOTOpbIN
HeobXx0AMMO BKTIIOUYNTL B CriedyoLwmn 3anpoc K UIDM.

B 3aBucurmMocTn oT HacTpoek UIDM OTP oTnpaBnseTcs no anekTpoHHOW noyTe unv no SMS. MNMone 'method’ ykaxeT Ha
MCMOMb30BaHHbIN CNOCO6

3AMETKA

B Lensax 3awmnTbl nepcoHanbHbIX AaHHbIX €CNN NMoNb30BaTe b Ha MEPBOM Lare BBE/T HECYLWEeCTBYOLWMA NOrvH, email nnu
HoMep TenedoHa, CepBep He FOBOPUT, UTO MNONb30BaTe b HE HanOeH, a BCerga otobpaxaeTt popmy BBOAA
ofHopa3oBoro kofda. Cnenyet oTMeTuTh B Ul, 4TO nonb3oBaTens nonyyunt Email/SMS ¢ kogom B crnyyae, ecnv OH BBen
KOPPEKTHbIN naeHTudukaTop.

HTTP/1.1 200 OK

Content-Type: application/json;charset=UTF-8
Set-Cookie: execution=<execution_value>;Version=0;Path=/;Secure; SameSite=Lax; HttpOnly
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"execution": "<execution_value>",

"nextOtpCodePeriod": 9,
"otpCodeAvailableAttempts": 6,
"method": "EMAIL",
"expireOtpCodeTime": 21599,
"blockedFor": 0O,

"isBlocked": false,
"otpCodeNumber": 4,

"email": "autotestroox4@gmail.com",
"nextOtpPeriod": 9

"form": %
"name": "otpForm",
"fields": {
"otpCode": {
"constraints": [

"name": "NotNull"

"name": "Size",
"attributes": 3§
"min": 4,
"max": 2147483647

"name": "Pattern",

"attributes": §
"flags": [],
"regexp": "~A[0-9]+%"

"errors": []

"serverUrl": "<ignore>",
"step": "enter_otp_form"

MNona oTBeTa

<execution_value> - 3HaueHne napameTpa <execution> angd cnepytouero 3anpoca kK UIDM

step - 0603HayeHWe TekyLero wara cLeHapud, B JaHHOM cllydae oTobpaxaeTtcsa ¢opma Beofda OTP koaa

form - onncaHune Gopmb

view - MHpOpMaLLMA O COCTOAHMM CLLeHapus, UCnonb3yeTcs Ang oTobpaxeHus Ha Ul

view.method* - kak 6bl11 OTMpPaBeH TeKyLnn Ko, BapnaHTel: SMS, EMAIL

view.nextOtpCodePeriod - BpeMs B cekyHAax Ao HacTynneHns BO3MOXHOCTK OTrnpasku HoBoro OTP koaa
view.otpCodeAvailableAttempts - konnuecTBO OCTaBWMXCH NOMLITOK BBoAa OTP koaa

view.isBlocked - npun3Hak BpemMeHHo 6110KknMpoBKM nons3osatens, BBo4 OTP HeBO3MOXeEH, cnefyeT 3abnoKMpoBaTh OKHO
BBOJa

view.blockedFor - ecnun yctaHoBneH isBlocked, To none cooepXxuT BpemMsa 40 pa3bnokMpoBkyY B ceKyHOax




® view.msisdn - Homep TenedoHa, Ha KoTopbin 6yaeT otnpasneH OTP SMS B cnyyae, ecnu cenyac otpabaTbiBaeT
method=SMS

® view.email - agpec aNeKTPOHHOM NOoYThl, Ha KOTopbI 6yaeT oTnpasneH OTP EMAIL
e view.otpCodeNumber - nopaaKoBbI HOMEp coobLieHWs, copacbiBaeTca exeaHesHo B 0:00

e view.expireOtpCodeTime - BpeMd xu13Hn OTP kofa B cekyHAax. o ucteyeHnn BpemMeHu ko 6yaeT cumtaTbCca
HeBanuaHbIM

CocTtaB ®OpMbl FOBOPUT, UTO CrieflyeT oTobpa3nTb dopmy BBoaa OTP kofa v nepefaTs BBeAeHHOE 3HaUeHWe B Criedyiolem
3anpoce K APL. IMa nona otpCode , orpaHnyeHne - 3Ha4yeHne He [OMXKHO BblTb MYyCTbiM, COAEPXaTb POBHO 4 CUMBOMa U
COOTBETCTBOBATb PEryNsipHOMY BbipaxeHuto ~[0-9]1+$ (B AaHHOM criydae - coaepxaTtb TOMbKO UMdpbI).

Beog OTP kopa

Mocne Beoga OTP kofa npunoxenune otnpasnset OTP Ha NnpoBepky.

POST /sso/oauth2/access_token

Cache-Control: no-cache
Content-Type: application/x-www-form-urlencoded

client_id=<client_id>&
client_secret=<client_secret>§

scope=<scope>§
grant_type=urn:roox:params:oauth:grant-type:m2m&
realm=%2Fcustomer&

service=dispatcher§

execution=<execution>&

otpCode=<otpCode>&

_eventId=validate

MapaMeTpsbl 3anpoca

® <sso_host> - 6a3oBbivt agpec cepepa UIDM, HanpuMep sso.rooxteam.com

e <client_id> - ngeHTndumkKaTOop KNMEHTa, Hanpumep selfcare

® c<client_secret> - naponb knueHTa, Hanpumep selfcare_password

e <realm> - url-encoded nonb3oBaTenbcku realm, Hanpumep %2Fcustomer

e <«grant_type> - cnocob nHTerpaLlmum, Bcerga Ucnonb3yeTcs 3HaueHne urn:roox:params:oauth:grant-type:m2m
® <service> - UCMOMb3yeMbll CepBUC. B 3TOM CLLeHapun Bcerfa paBeH password-recovery.

® <response_type> - cnocob 3aBepLUeHns CLeHapus.

e “token cookie” (B aaHHbIX 3anpoca URL-encoded npeAcTaBneHue: “token+cookie”) - npu TakoM 3HauYeHnn napameTpa
npuv yCnewHoM 3aBepLlleHnm CLLeHaprst TOKEHbl BO3BPAaLLATCA He TOMbKO B Tene, Ho 1 B Cookie

e otpCode - BBeaeHHbIM OTP koA
e _eventld - uMa nepexofa K cnefytoweMy COCTOSHUIO CLLeHapus, B JaHHOM 3anpoce Bcerga pasHo validate

® execution - 3HaueHWe paBHO 3HaYEHMIO NOosA <execution> NoMy4YeHHOMY M3 OTBETa Ha NnpenblayLwmi 3anpoc K API

B 3aBMCHMOCTM OT NpaBunbHOCTM BBeaeHHOoro OTP kofia M HacTpOeK cepBepa, OTBET cepBepa byAeT yka3biBaTb Ha CNOCO6
npoaoIXeHNdA CLueHapua:

® step=enter_otp_form v nyctom form.errors - Kog BBeieH BEPHO, HO TpebyeTcs BBeCTu BTopon OTP KoA, OTnpaBneHHbI
OpPYrvM CNocoboM
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e step=enter_otp_form n HenycTon form.errors - koA BBEAEH HEBEPHO UMW MPOM30LLNa Apyras olMbKa, OCTaeMcsi Ha
TekyLLeM aTarne cLeHapus

® step=enter_credentials - ko4 BBejeH BEPHO 1 cepBep He TpebyeT nposepkn BToporo OTP-koaa; cnenyet oTobpasnTb
$opMy co3[aHMsa HOBOIrO Naponsa

®opMaT ycrewHoro oTBeTa B cfyyae, korga Tpe6yetcsa Beog BToporo OTP koaa, OTnpaBneHHOro ApyruM cnoco6om

B otBeTe copepxutca JSON 06bekT, cogepxatmn onvcaHme dopmbl BBoda OTP, a Tak xe <execution>, KOTOPbIN
Heob6X0AMMO BKITIOUNTL B Cneaytowmit 3anpoc K UIDM.

B 3aBucurmMocTH oT HacTpoek UIDM BTopon OTP ko4 OTNpaBiseTCcs No anekTPoHHOW noyTe uiv no SMS. MNMone ‘'method
YKaXeT Ha UCrnonb3yembin Cnocob.

HTTP/1.1 200 OK

Content-Type: application/json;charset=UTF-8
Set-Cookie: execution=<execution_value>;Version=0;Path=/;Secure; SameSite=Lax; HttpOnly

"execution": "<execution_value>",
"view": 3
"nextOtpCodePeriod": 9,
"otpCodeAvailableAttempts": 6,
"method": "SMS",
"expireOtpCodeTime": 21599,
"blockedFor": 0,
"isBlocked": false,
"otpCodeNumber": 4,
"msisdn": "79989876549",
"nextOtpPeriod": 9

"form": 3
"name": "otpForm",
"fields": 3%
"otpCode": %
"constraints": [

"name": "NotNull"

"name": "Size",
"attributes": %
"min": 4,
"max": 2147483647

"name": "Pattern",

"attributes": $
"flags": [],
"regexp": "~A[0-9]+%"

"errors": []




"serverUrl": "<ignore>",
"step": "enter_otp_form"

Monsa oTBeTa

® <execution_value> - 3HauyeHune napameTpa <execution> anga cneayouwero sanpoca k UIDM

® step - 0603HaUYeHWe TekyLero wara cueHapus, B JaHHOM criydae oTobpaxaeTtcd ¢opma Beofa OTP kofa
e form - onucaHne Gopmbl

® view - MHPOPMALIMA O COCTOSAHUM CLLEHaPWS, UCMONb3YyeTCa Ang oTobpaxeHunsa Ha Ul

® view.method* - Kak 6bl1 OTNPaBeH TekyLn koA, BapuaHThi: SMS, EMAIL

e view.nextOtpCodePeriod - Bpema B cekyHAax 4o HaCTYMIEHNA BO3MOXHOCTW OTnpaBky HoBoro OTP kofa
e view.otpCodeAvailableAttempts - konnyecTBO OCTaBLLMXCA NonbITOK BBoaa OTP kofda

e view.isBlocked - npu3Hak BpemMeHHoW 610KMpOBKM nonb3osaTtens, BBog OTP HEBO3MOXEH, cnefyeT 3ab/10KMPOBaTb OKHO
BBOJa

e view.blockedFor - ecnu yctaHoBneH isBlocked, To none cooepxut Bpemsa 40 pa3bnokMpOBKM B CEKYHAAX

® view.msisdn - HoMep TenedoHa, Ha KoTopbIn byaeT oTnpasneH OTP SMS B cryyae, ecnv cenyac oTpabaTbiBaeT
method=SMS

® view.email - agpec a1eKTPOHHOM NOYThI, Ha KOTOPbIM ByaeT oTnpasneH OTP EMAIL B crniyyae, ecnv cenyac oTpabaTtbiBaeT
method=EMAIL

® view.otpCodeNumber - NopsAKOBLIM HOMEP CO0bLLEeHNd, copacbiBaeTcs exenHesHo B 0:00

e view.expireOtpCodeTime - BpeMda xu13H1 OTP kofa B cekyHAax. o uctedeHur BpemMeHu ko byaet cumtaTbCcs
HeBanuaHbIM

CocTaB hOopMbl FOBOPUT, UTO criefyeT oTobpa3nTb dopmy BBoda OTP kofa v nepedaTb BBEAEeHHOE 3Ha4YeHNe B CrieyoLwem
3anpoce K API. IMa nona otpCode , orpaHnYeHne - 3Ha4eHne He LOMXKHO BblTb MYCTbIM, COAEPXaTb POBHO 4 CUMBOMa U
COOTBETCTBOBATb PEryNsapHOMY BbipaxeHuio ~[0-9]+$ (B OaHHOM crydae - cooepXaTb TOMbKO LMbpbI)

Beopn BToporo OTP kopa

Mocne Beofa BToporo OTP koaa npunoxeHue otrpasngetT OTP Ha NpoBepky.

POST /sso/oauth2/access_token
<sso_host>
Accept: application/json
Cache-Control: no-cache
Content-Type: application/x-www-form-urlencoded

client_id=<client_id>&

client_secret=<client_secret>§

scope=<scope>§
grant_type=urn:roox:params:oauth:grant-type:m2m&
realm=%2Fcustomer&

service=dispatcher§

execution=<execution>&

otpCode=<otpCode>&

_eventId=validate

MapamMeTpsbl 3anpoca
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® <¢sso_host> - 6a3oBbit agpec cepepa UIDM, HanprMep sso.rooxteam.com

e <client_id> - noeHTUGUKaTOP KNMEHTAa, Hanpumep selfcare

e <client_secret> - naponb knneHTa, Hanpumep selfcare_password

® <realm> - url-encoded nonb3oBaTenbcku realm, Hanpumep %2Fcustomer

® <grant_type> - cnocob MHTerpaunm, BCerga ucnonb3yeTcs 3HayeHre urn:roox:params:oauth:grant-type:m2m
® <service> - UICNOMb3yeMbli cepBUC. B 3TOM CLeHapum BCcerga paseH password-recovery.

® <response_type> - cnocob 3aBepLlUeHNs CLLeHapus.

e “"token cookie" (B aaHHbIX 3anpoca URL-encoded npeAcTaBneHune: "token+cookie") - npu TakoM 3HauYeHnn napameTpa
npwv yCrneLwHoOM 3aBepLUeHNn CLLeHapUsa TOKEHbI BO3BPALLAIOTCA He TOMbKO B Tene, Ho 1 B Cookie

e otpCode - BBefeHHbIN OTP koA
e _eventld - uMA nepexofa K cnefytowemy COCTOSHUIO CLLeHapus, B IaHHOM 3anpoce Bcerga paBHo validate

e execution - 3HaYeHVe paBHO 3HAUEHMIO MOS <execution> NoMyYeHHOMY U3 OTBETa Ha NpeblayLLmii 3anpoc K API

B 3aBMCUMOCTU OT NpaBubHOCTM BBeAeHHOro OTP Kofla 0TBET cepeepa byAeT ykasbiBaTb Ha CMOCO6 NMPOAOMKEHNS
cleHapws

e step=enter_otp_form u HenycTon form.errors - Kof BBEIeH HEBEPHO UMK NMpor3oLLna Apyras oWwmnbka, oCTaeMcs Ha
TekyLleM aTane cLeHapws

® step=enter_credentials - ko4 BBeeH BEPHO; CliefyeT 0Tobpa3nTb GOpMy CO3[aHNA HOBOIO Napons

dopMaT ycnewHoro otTeeTa

B otBeTe copgepxutca JSON 06beKT, cofepxalunit onncaHme GopMbl 3aaHnsa HOBOIO Maporns , a Tak xe <execution»
KOTOPbI HEO6XOANMO BKITIOUNTL B Cneayowmit 3anpoc kK UIDM.

HTTP/1.1 200 OK

Content-Type: application/json;charset=UTF-8
Set-Cookie: execution=<execution_value>;Version=0;Path=/;Secure; SameSite=Lax; HttpOnly

"execution": "<execution_value>",
"view": 1
o
"form": %
"name": "credentialsForm",
"fields": {
"password": {
"constraints":

1

[

“NotNull"

"name":

“ConfigurableMaxSize"

"name": "ConfigurablePattern",
"attributes": 3§
"value": "A(?=.%\\d) (?=.%[a-zA-Z0-9]) (?=

K[A-Z1) (2! . x\\s) .*x$"




"name": "ConfigurableMinSize",
"attributes": §
”Value”: II6II

"errors": []

"serverUrl": "<ignore>",
"step": "enter_credentials"

lMonsa oTBeTa
® <execution_value> - 3Ha4yeHVe NnapaMmeTpa <execution> ana cnepyoulero 3anpoca kK UIDM
® step - 0603HaueHMe TeKyLlero Lwara CLeHapus, B JaHHOM Cllydae oTobpaxaeTcsa dopma Beofa OTP kofa

e form - onvcaHue popMbl

CocTaB GOpMbl FOBOPUT, UTO CnefyeT 0Tobpa3nTb GopMy BBOAa HOBOIO Mapons v nepefaTb BBEAEHHOE 3HaYeHne B
cnepytouem 3anpoce K APl IMa nona password , orpaHWYeHne - 3Ha4YeHMe He [OMKHO BblTb MYCTbIM, COAEPXaTb He
oonee 6 CUMBO/IOB M COOTBETCTBOBATL perynsapHoMy BolpaxeHuto A (?=.\\d) (?=.[a-zA-Z0-9]) (?=.[A-Z])
(?!.\\s).*$ .

‘yCTaPK)BKaPH)BOFOI1apCHHi,3aBeFHH6Fﬂde(ﬂiebﬁapM$|MI10f“FJeHVKETOK£H43IM)CTYHEI

®opmaT 3anpoca

POST /sso/oauth2/access_token

client_id=<client_id>&

client_secret=<client_secret>§

realm=<realm>&
grant_type=urn¥%3Aroox%3Aparams¥3Aocoauth¥3Agrant-type%3Am2m&
execution=<execution_value>&

response_type=token+cookie

service=dispatcher§

password=Password2&

_eventId=send&

MapaMeTpsbl 3anpoca

® <¢sso_host> - 6a3oBbit agpec cepepa UIDM, HanprMep sso.rooxteam.com
e <client_id> - noeHTUGUKaTOP KNMEeHTa, Hanpumep selfcare

® <client_secret> - naponb knneHTa, Hanpumep selfcare_password

® <realm> - url-encoded nonb3oBaTenbcku realm, HanpuMmep %2Fcustomer

® <grant_type> - cnocob nHTerpaumm, Bceraa ucronb3yeTcd 3Ha4yeHne urn:roox:params:oauth:grant-type:m2m
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<service> - UICNONb3yeMblt CepBuC. B 3TOM CLieHapum Bcerfa paBeH password-recovery.
<response_type> - cnocob 3aBepLlleHns CLLeHapus.

e “token cookie” (B aaHHbIX 3anpoca URL-encoded npeAcTaBneHue: “token+cookie”) - npu TakoM 3HauYeHnn napameTpa
npw yCrnewHoM 3aBepLieHnn CLLEHapUs TOKeHbl BO3BPaLLatTCA He TONbKO B Tene, Ho 1 B Cookie

password - BBeAeHHbI HOBbIV Naporsib
_eventld - uma nepexopa K cnefyoLlemMy COCTOSHUIO CLLeHapus, B JaHHOM 3anpoce Bcerfja paBHo send

execution - 3HaueHne paBHO 3HaAYEHMIO NOMA <execution> NoMy4YeHHOMY M3 OTBETa Ha NpenbliayLwmn 3anpoc K API

HTTP/1.1 200 OK

"access_token": "fe8a0976-972c-4773-9ba8-662c92869639",
"refresh_token": "863a4983-2424-4ch3-9ed2-18f9357b64c0",
"refresh_expires_in": 1599,

"token_type": "Bearer",

"expires_in": 599,

"old _token": "feB8a0976-972c-4773-9ba8-662c92869639",

"IWTToken":
"eyAiY3R5IjogRh1XVCIsICJ0eXZu5iAiandOIiwgImFsGuM6ICITIUZIINIiIgfQ.eyIhdWQiOlsieW90YV9sal9tMm
OiXSwed3ViIjoiYmlzX19£fX18yRpg3NjUOMzIxIiwiABUOIjoxNjAXxOTgzNTc4LCIhenAi0iJ5b3RhT5trX20ybSIs
ImFtciI6ImR1dm1jZV9zdG9yZWREdGIrZWAilLCIOb2t1bk5hbWUiOiFrCF90b2t1biIsImlzcyI6InlvdSWwbGtEbT,
JtIiwicmVhbGOiOuUvY3VzdG9tZXIilLCJIOb2t1b1R5cGUi0iICaVI1ZGR1IZEpXVFRva2VuIliwiZXhwIjoxNjAx0Tgo
MTc4LCIJpNOZi0jE2MDES0DMAINZh9 . _kCRNEwOqI9K1JVCVbwofCqsZzzEm7PIBqfJCAGL9bG"

MapaMeTpsbl 3anpoca

scope - cnncok scope (B dopmaTte JSON Array) paspelleHHbIX Ans UICMONb30BaHUs OT UMEHM MOMb30BaTenNs, BO3MOXHbIe
3HaYeHWs 3afaloTCs KOHbUrypaLmen

token_type - Tun BblgaHHOr O TOkeHa. Bcerpna Bearer
refresh_token - BolgaHHbI refresh token

refresh_expires_in - BpemMs 0 UCTeYEeHNA CpoKa AenCTBuSA refresh TokeHa B cekyHaax
access_token - BbljaHHbIN access token

expires_in - BpeMsa o UCTeYeHNs Cpoka AeNCTBUSA TOKEHa B CeKyHaax

old_token - TOkeH, BblJaHHbIM BHELIHEN CUCTEMOW, CTPOKa

JWTToken - JWT TokeH Ang ANnTeNbHOr0 XpaHeHUs 1 nocnenyrowen ayTeHTnounkaumm

£ O6wme ong Bcex Waros coobueHns 06 owmnbKkax

Kop ownbku OnucaHue NpUYnHbI BOSHUKHOBEHUS

invalid_credentials [Monb3oBaTenb BBEN HEMPaBUbHbIE fJaHHbIE YYETHOW 3anucu 1 He

6bIn ayTEHTUGULMPOBAEH
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expired_password

user_blocked

ip_blocked

invalid_captcha

need_captcha

error

login-by-otp-disabled

error_sending_otp

too_many_sms

too_many_wrong_code

invalid_otp

validate-otp-fail

otp_expired

otp-expired

otp-error

external-api-error

external-system-bad-response

msisdn-is-not-b2b

too_many_attempts

Bpems nencTsusa napons, BBEAEHHOMO Mob30BaTeNneM, UCTEKIO.
Monb3oBaTenb He 6bil ayTeHTUOULUPOBAH.

YueTHasi 3an1cb Nofb3oBaTens 3ab610KMPOBaHa.

IP agpecc, c koToporo nonb3osaTent obpallaeTcsa B WebSSO,
3a6n0KMPOBaH.

BeeneHHas nonb3osatenem CAPTCHA HeBepHas.

[nga npogonmkeHna cLeHapusa nonb3osaTtesb AOMXEH BBECTH
CAPTCHA.

Monb3oBaTesnb He 6bif ayTEHTUOULMPOBAH B pe3ynbTaTe
HeOoXnaaHHOro OTBETA OT BHELWHEN CUCTEMBI.

Monb3oBaTenb NoMbITancsa ayTeHTUPULMPOBATLCS Yepes CLieHapui
c ayteHTndumkaumern no OTP, HO 3TO HEBO3MOXHO, MOCKONbKY
AaHHbIN GYHKLMOHAN OTKMIOYEH KOHOUMYPALIMOHHBIM KITIOYEM.

HeBo3MOXHO oTnpasuTb OTP nonb3oBaTento.

HeBo3MOXxHO oTnpasuTb OTP Nonb3oBaTento, MOCKONbKY
NPEBbILLEHO YNCNO AOMYCTMMbIX MOBTOPHbIX 3aMPOCOB OTNPaBKM
OTP. MpumeyaHne: OTP MOXeT bblITb OTMNPaBIeH MNoMb30BaTeNo
NPOM3BO/bHbLIM CMOCOBOM, a HE TOMbKO Yepe3 SMS COobLLeHNe.

MpeBbILLEeHO YMCNO AOMYCTUMbIX NOMbITOK BBOAa OTP.

BeeaeHHbIt OTP HeBepHbIN.

BeeneHHbIt OTP HeBepHbIN.

Bpemsa nencreua sBegeHHoro OTP uctekno.

Bpems gencteusa sBefeHHoro OTP ucrtekno.

Cuerapwui BBoda OTP 3aBepLlmnnics HeyCcrneLwHo.

BbinonHeHne CLeHapunsa HeBO3MOXHO, MOCKObKY Nony4YeH
HEOXMOAHHbBIM OTBET OT BHELIHEN CUCTEMbI UM BHELLHAA CUCTEMA

He JoCTynHa.

BbinonHeHnne CLeHapuna HeBO3MOXHO, MOCKOIbKY Mony4yeH
HEOXWMOAHHbIM OTBET OT BHELIHEN CUCTEMbI UMM BHELLHAA CUCTeMa
He AOCTYyMnHa.

BBefeHHbI msisdn He nNpuHaanexmT peanmy b2b.

npeBbILLleHO YMCNO A0NYCTUMbIX MOMbITOK N3MEHEHWA Mapond.



user-is-not-allowed

error_password_change

no_email_found

msisdn-not-exists

principal-not-exists

no-principal-found

user-not-found

login-exists

login_already_exists

email-exists

user-exists

email_verification_failed

reset_required

[aHHOMY Nonb30BaTENto 3anpeLLeHo NPoAOMKaTb AaHHbIN
cLeHapuu.

CueHapuit n3aMeHeHnsa napons He 6bin yCrnewHo 3aBeplueH. [Maponb
He 6bl1 UBMEHEH.

Monb3oBaTeNb HE HaNAEH UMK Yy NOMb30BaTENS He CyLecTByeT
email.

[Monb3oBaTens ¢ 3afaHHbIM MSisdN He CyLlecTByeT.

Monb3oBaTenb He CyllecTByeT.

Monb3oBaTesb He CyLecTByerT.

Monb3oBaTenb He CyllecTByeT.

HeBO3MOXHO 3aperecTprpoBaTh NOMb30BATENS C 3aAaHHbIM login,
MOCKOJIbKY NMOMb30BaTe b C 3aAaHHbIM l0gin yXe cyllecTByeT.

HeBO3MOXHO N3MeHUTb login nonb3oBaTens Ha 3adaHHbIN,
MOCKOMNbKY NOMb30BaTeNb C 3aAaHHbIM 10gin yXe CyllecTByeT.

Monb3oBaTenb C 3a4aHHbIM email yxe cyulecTsyeT.

HeBO3MOXHO 3aperecTpupoBaTh NOMb30BaTENS C 3a4aHHbIMMI
msisdn unu email unu login, NOCKoNbKY NOMb30BaTE b C TaKUMMU
napameTpamu yxe CyllecTByeT.

HeBO3MOXHO noaTBepaAnTL email.

Maponb nnun He 6bin 3aaH NMB0 6bi1 COPOLLEH B pe3dyrbTaTe Kaknx-
TO AENCTBUIN, HEOHXOAMMO CO34aTb HOBbIV Maponb. OTAnyaeTcs oT
expired_password, NOCKOMbKy B TOM Cly4ae Naponb CyLecTByeT u
OblN NPOBanNUMANPoOBaH, HO TpebyeTcd cMeHa. B faHHOM cnyyae
napornb He NPoBaNUAMPOBaH, MOCKOMbKY He 3aAaH.

NMpuMepbl oTBETOB 06 OLLINGKE

He ykasaH unu nepenaH nycTon napaMeTp <execution >

®opMaT oTBETA C OLWMBKON

HTTP/1.1 400 Bad Request

"error": "invalid_grant",
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"error_description": "The provided access grant is invalid, expired, or revoked."

He ykasaH napameTp <_eventlid>

CDopmaT OTBE€Ta aHanornmyeH oTeeTy Ha NepBOM LWare: CT1apT cueHapud

YKa3aH HeBepHbI napaMeTp <_eventld»>

®dopmaT OTBETa aHanornyeH oTBeTy Ha NepBoOM wWware: CTapT cLeHapud, C 3arnofIHEHHbIM CMIMCKOM OWKn60oK B Tene JSON
oTBeTa:

"form": %
"errors": [

"field": "username",
"message": "may not be null"

"field": "password",
"message": "may not be null"
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